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Configuration is correct, but when I try to go for an http alias / iqm / or / pa / an error with the
access rights
:

[Mon Aug 01 13:25:44 2011] [error] [client x.x.x.x] (13)Permission denied: access to /iqm/
denied
[Mon Aug 01 13:25:46 2011] [error] [client x.x.x.x] (13)Permission denied: access to /iqm denied
[Mon Aug 01 13:25:51 2011] [error] [client x.x.x.x] (13)Permission denied: access to /pa/ denied

what is wrong?

It looks like SELinux working. It is recommended to switch off SELinux for Apache. For this you
have to set httpd_disable_trans value to 1 using setsebool command. After this restart apache
service.

[root@iqm selinux]# setsebool httpd_disable_trans 1
[root@iqm selinux]# service httpd restart
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